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Dear Ms. Salas:

In accordance with Section 1.1206 of the Commission’s rules,
I am providing you with two copies of written ex parte
presentations sent to Offices of the FCC Commissioners on behalf of
The Dataradio Group of Companies ("DATARADIO").

The purpose of the written presentation was to reiterate
points raised in DATARADIO’s ex parte statement filed with the
Commission on June 22, 1998.

Very truly yours,
O(Q,LMQ[.D
Frederick J. Day
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Day, Catalano & Plache
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July 24, 1998

Honorable Susan Ness

Federal Communications Commission
1919 M Street, Room 832
Washington, D.C. 20554

Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
{(Allocation of Public Safety Channels at 746-806 MHz)

Dear Commissioner Ness:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meeting was particularly helpful in stimulating further
thought on the two issues of primary concern to Dataradio:
(1) the apportionment of channels between data and voice

applications; and (2) the possible imposition of interoperability
requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Inudeniel . Doy

Frederick J. Day
Counsel for The Dataradio
Group of Companies

Enclosures

cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

Apportionment of Channels Between Data and Voice

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

Interoperability

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice. increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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July 24, 1998

Honorable Harold Furchtgott-Roth
Federal Communications Commission
1919 M Street, Room 802
Washington, D.C. 20554

Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
(Allocation of Public Safety Channels at 746-806 MHz]

Dear Commissioner Furchtgott-Roth:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meetings at the Commission were particularly helpful in
stimulating further thought on the two issues of primary concern to
Dataradio: (1) the apportionment of channels between data and
voice applications; and (2) the ©possible imposition of
interoperability requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Jnedenuek ) Doy

Counsel for The Dataradio
Group of Companies

Enclosures

cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

:  Channels B D i Voi

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

I bilit

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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July 24, 1998

Peter Tenhula, Esq.

Legal Assistant to Commissioner Powell
Federal Communications Commission

1919 M Street, Room 844

Washington, D.C. 20554

Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
(Allocation of Public Safety Channels at 746-806 MHz]

Dear Mr. Tenhula:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meetings at the Commission were particularly helpful in
stimulating further thought on the two issues of primary concern to
Dataradio: (1) the apportionment of channels between data and
voice applications; and (2) the possible imposition of
interoperability requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Iradanink
Frederick J. Day

Counsel for The Dataradio
Group of Companies

Enclosures

cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

! . {Cl is B D i Voi

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

I bili

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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July 24, 1998

Dan Connors, Esq.

Legal Advisor to Commissioner Susan Ness
Federal Communications Commission

1919 M Street, Room 832

washington, D.C. 20554

Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
[Allocation of Public Safety Channels at 746-806 MHz)

Dear Mr. Connors:

Recently, the Dataradio Group of Companies (Dataradio) had the
opportunity to meet with Commissioner Ness to discuss issues of
concern in the Public Safety proceeding.

The meeting was particularly useful in stimulating further
thought on the two issues of primary concern to Dataradio:
(1) the apportionment of channels between data and voice uses,

respectively; and (2) the possible imposition of interoperability
requirements.

I wanted to provide you with a summary of Dataradio’s views on
these two issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Inadunnk Doy,

Frederick J. Day
Counsel for The Dataradio
Group of Companies

Enclosures

cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

! . : of Channels B Data and Voi

~ The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legisiation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

[ bil

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocois that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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Paul Misener, Esq.

Legal Assistant to Commissioner Furchtgott-Roth
Federal Communications Commission

1919 M Street, Room 802

washington, D.C. 20554

Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
[Allocation of Public Safety Channels at 746-806 MHz]

Dear Mr. Misener:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meetings at the Commission were particularly helpful in
stimulating further thought on the two issues of primary concern to
Dataradio: (1) the apportionment of channels between data and
voice applications; and (2) the ©possible imposition of
interoperability requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two 1issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Irudunk . Dos

Counsel for The Dataradio
Group of Companies

Enclosures

cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

! . £ Channels B D 1 Voi

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
$%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

I bili

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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Dear Ms. Gulick:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meetings at the Commission were particularly helpful in
stimulating further thought on the two issues of primary concern to
Dataradio: (1) the apportionment of channels between data and
voice applications; and (2) the possible imposition of
interoperability requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two issues. I have also enclosed, for your reference, an
article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

Ji i’\L&AJ\_LUL ay D)@'

Frederick J. Day
Counsel for The Dataradio
Group of Companies
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cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data

transmissions without restriction. Specifically, Dataradio recommends the following approach:

Apportionment of Channels Between Data and Voice

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

Interoperabili

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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Dear Ms. Creeden:

On behalf of the Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio’s concerns in the Public Safety proceeding.

Our meeting was particularly helpful in stimulating further
thought on the two issues of primary concern to Dataradio:
(1) the apportionment of channels between data and voice

applications; and (2) the possible imposition of interoperability
requirements.

On the enclosed page, we have summarized Dataradio’s views on
these two issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly vyours,
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Frederick J. Day '
Counsel for The Dataradio
Group of Companies
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Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data
transmissions without restriction. Specifically, Dataradio recommends the following approach:

Apportionment of Channels Between Data and Voice

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

Interoperabili

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
is to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated in a
recent study by the National Institute of Justice, increasing the level of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found, “seek
additional channels for voice and data communications before interoperable systems.”
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Re: Apportionment of Channels and Interoperability
Requirements in the Context of WT Docket No. 96-86
(Allocation of Public Safety Channels at 746-806 MHz]

Dear Mr. Clark:

On behalf of The Dataradio Group of Companies (Dataradio), I
want to thank you for taking the time to meet with us on July 7th
regarding Dataradio's concerns in the Public Safety proceeding.

Our meeting was particularly helpful in stimulating further
thought on the two issues of primary concern to Dataradio:
(1) the apportionment of channels between data and voice

applications; and (2) the possible imposition of interoperability
requirements.

On the enclosed page, we have summarized Dataradio's views on
these two 1issues. I have also enclosed, for your reference, an

article on interoperability requirements that appeared in the April
13, 1998 issue of Wireless Week.

Very truly yours,

\’}MMEJL QT D0

Counsel for The Dataradio
Group of Companies
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cc: FCC Secretary



Introduction

The Dataradio Group of Companies urges the Federal Communications Commission to
adopt rules in WT Docket No. 96-86 that will permit public safety users to employ data

transmissions without restriction. Specifically, Dataradio recommends the following approach:

Apportionment hannels Between Data and Voice

The Public Safety spectrum should be available equally for data as well as voice systems.
Over the past decade, the size of police forces at the state and local levels has increased less than
5%. This trend will continue. With the number of police officers in the field remaining nearly
constant, the frequency of voice transmissions will remain constant as well. The future direction
of Public Safety organizations will focus on enhancing operational efficiency through the use of
new technologies. Data communications will serve a critical role in this future direction.
Legislation recently introduced in the U.S. Senate, Senate bill S. 2022, would provide Federal
funding to upgrade State and local information systems used to digitize and communicate
fingerprints, criminal history records and background checks. If police officers in the field have
immediate access from their laptop computers to centralized computer files, they will be able to
conduct background checks within seconds and retrieve mugshots and data files on suspects
nearly instantaneously. One result of the inevitable increase in data uses will be to reduce the use
of voice channels, which will create, in effect, additional voice resources. To permit Public
Safety departments to implement innovative mobile data systems, they must have access to a
sufficient number of mobile channels of up to 150 kilohertz in bandwidth. The rules developed
in the Public Safety proceeding should not dictate how the available channels are to be divided
between data and voice. This determination should be left to the marketplace. If the FCC does
feel compelled to allocate discrete channels for data and voice, however, the only reasonable
solution is to divide the available channels in equal proportions between data and voice.

Interoperability

System interoperability is essentially irrelevant in the world of data. With today’s data
systems, all radio transmissions will be capable of accessing the same or similar centralized
computer files. The primary objective of Public Safety departments which rely on data systems
1s to provide their field officers with instantaneous access to the same data that is available at the
department’s headquarters. Interoperability, in the context of data systems, is an unobtainable
objective. Currently, there are at least ten major companies producing software programs for use
by Public Safety departments. It would be impossible to develop standard protocols that will
accommodate all of the available Public Safety software. With Public Safety’s ever-increasing
reliance on data transmissions and innovative software applications rather than voice systems, the
future direction of Public Safety networks will be predicated less on interoperability and more on
instantaneous access to data files. In view of these undeniable trends, the Commission should
resist the urge to mandate interoperability in the allocation at 746-806 MHz. As indicated ina
recent study by the National Institute of Justice. increasing the ievel of interoperability is not a
particularly high priority among Public Safety users. “Most agencies,” the study found. “seek
additional channels for voice and data communications before interoperable systems.”
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